
Consultation Call | Technical Environment
In this 20 to 30-minute call, our IT Security subject matter experts 
will interview you and ask questions about the firm’s general 
technical security profile.

Security Questionnaire | Policies, Procedures
This is an online or personal-interview questionnaire that 
documents the policies, procedures, and IT security culture of the 
company. 

Dark Web Search | Physical Check
We will run a pro bono Dark Web Search that will seek out and 
catalog exploits including compromised passwords and emails 
associated with your IT systems.

IT-Management Security Assessment Report
A management-grade IT Security Risk Assessment Report is 
created. Recommendations for key areas of focus will be made.  
Remediation options including SECaaS solutions are discussed.

Pro Bono
IT Security Assessment

Cloud Solution IT is a purpose-built MSP-
MSSP for small-midsized companies that 
depend on IT.

Description of the Assessment
The CSIT Security Assessment is designed for IT Departments that want a 

qualitative assessment of their IT security preparedness and gain a holistic 

3rd-party expert opinion on areas of strength, vulnerabilities, and risk 

assessment. This assessment is non-invasive and does not require transfer 

of system access permissions.
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